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Upper Flat
22 Caledonian Place

Aberdeen
AB11 6TT

09:46 Friday 15th August 2025

Irene Kirkman
President
Midcounties Cooperative
Cooperative House
Warwick Technology Park
Warwick
CV34 6DA
 
Dear Ms. Kirkman

Some of my history of being an account holder for internet access services in Great Britain 
are as follows:

Location Dates Account 
Number

Primary Internet 
Service Provider

Back-end Server 
providers

Southwell, Notts Jul 2012-Jun 2017 1007531528 TalkTalk TalkTalk

Gunthorpe, Notts Jan 2014-Oct 2017 1008747396 TalkTalk TalkTalk

Gunthorpe, Notts Mar 2019-Mar 2022 00170485 Your Coop TalkTalk

Mobile Dec 23-Present (with 
breaks)

7094216613 Voxi Unknown

Aberdeen May 2025-Present 2247639 Utility Warehouse TalkTalk

You have received this letter because you are in the table above.

I find myself in a situation which has persisted for a number of years, and which can be 
summarised as follows:

• I am under all-pervading (not so) covert surveillance 24 hours a day by agencies of the 
British State

• There is constant broadcast of my life worldwide (as in The Trueman Show!)
• There is the capability available to everyone to participate in all-pervading digital 

simulations/impersonations of me using a sophisticated infrastructure provided by agencies 
and organisations proficient in digital technology

I strongly believe that you are fully aware of this, and as CEO (or leader) of such a technology 
organisation, I believe that you are in an ideal position to provide me with comprehensive 
information about how your organisation is involved.
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I have the following questions for you, which I hope you will answer in a spirit of openness 
and honesty to allow me to gain knowledge and understanding about the situation as it exists, and 
its history, along with providing me with some of the means with which to bring it to an end in the 
correct way, and with the right outcomes.

• If you are a provider of smartphone technology (and supporting infrastructure for iPhone, 
Android or Windows Mobile devices)

• Has your organisation developed and published apps which allow anyone in the 
world to simulate me using smartphone technology?

• Are you aware of any third-party apps available on your platform, which enable the 
same simulations of me?

• In Great Britain, who provides back-end server support for your smartphone devices, 
and are you aware that simulations of me take place within that infrastructure?

• If you are also, or instead, the provider of internet services, computer systems and/or 
supporting software (such as Operating Systems or applications)

◦ Do you have any knowledge of 

• special software targetting me personally on such systems, developed by your 
organisation or third-party providers which are used (or have been used in the past) 
to simulate me digitally online, on front line or back-end servers between my 
computer and those legitimate systems which I access as I go about my normal 
internet activity?

• websites used to allow members of the public worldwide to monitor and/or 
participate in activities involving simulation/impersonation of me, incursions into my 
life and perhaps registration as an individual to have available “special” features 
allowing more interference 

  Definition of a Simulation :

Any impersonation using any medium to execute it.

- Digital Text
    . Email
    . SMS
    . Messaging Apps
    . Social Media

- Abuse of Phone number (or previous phone numbers)
    . Simulated incomplete Phone calls (where abused number appears on target device)

- Voice
    . Digital synthesis (phone calls, voicemails, broadcast audio channel)
    . Physical vocal impersonation
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- Hand-Written text
    . Handwriting forgery
    . Signature forgery

- Physical impersonation

. Any digital interface between me (as a member of the public) and digital systems in 
widespread use by the public
    . eg use of Bank Card - contactless and Chip and Pin
    . eg bar codes used for entry to signed-up-services, such as Aberdeen Sports Village
    . eg membership cards which are uniquely attached to me and are used against digital 
systems

. Any of the above generated by AI systems based on inputs from devices attached to my 
person

As you can appreciate, the situation that exists and has existed for at least 20 years, is extremely 
serious. My life has been significantly damaged by these activities. I believe that you are fully 
aware of this, and that it is an imperative that you address these issues forthwith and with the utmost 
candour, openness and honesty.

I will await your reply and look forward to hearing what you have to say. Thank you for taking the 
time to examine and respond to the issues raised here.

Yours

Steve Krupa


